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Being the current world not a hasty track, |
responsibility of creating a high-quality educatiol
institution is challenging and embellished with a hos
initiatives which validate them over an extended ti
span. Moreover, in a world where time and space
compacted, there is a massive defy for success w
necessitates knowledge, which is current, pertinent

based on real experience. In this situation, the educ

plays a paramount role in molding, shaping
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preparing youngsters to face the challenges of the ft
world. We at M.ILE.T motivate and empower ¢
students to be enduring learners, critical thinkers
prolific members of an ever-changing global socie
Also, the students are encouraged to channelize
potential in the pursuit of fineness in a holistic

student-centered environment.

Moreover, M.ILE.T strives hard to sensitize its studentsht needs of the community ai
inculcate values like truthfulness, fortitude and acceptahaalividual differences am confidel
that M.I.LE.T will always be a bonfire of light guiding tlfi@e of its students, while blisterin
kindness and compassion as it ascends high in its pursudacademic excellence ar

accomplishment of our motto “Humanize, Equalize, Spiritualize”.

To ensure the same, we have an excellent portfolio oftindpsfessionals and academicians
our faculty, who provide a holistic view of the shadesrafineering and managerial operations
our students. The students are prepared to enrich theiersapy endowing them with th
necessary talent and critical thinking to become se#feted learners and prolific citizet

contributing positively to the society.
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Our institution provides a balanced environment focuse:
shaping students into leaders of tomorrow by offel
comprehensive education through a developme
approach. It strives to make the pursuit of excellensay
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parents and a dedicated professional staff memnr
committed to provide the students with a quality educai
M.LE.T.’s growth and success result from its commitm
to provide lifelong learning through courses that bala
theory with practice and teach fundamentals in the sbr

of how they can be applied in the real world.

Training and Placement cell functions as a highly effecpwefessional development to

conformed to the educational requirements of the metivatgineers. The practice given by tl

faculty members helps the students to cultivate a steontp diverse pipeline of talent. Tt

guidance of experienced and dedicated teachers enablebutlting engineers from a

communities to reach their aspirations and ambitiorsetare a better future. | urge everyone

advance their career to become the Movers of Technology.
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M.L.E.T offers one of the best Computer Science progr
in Tamil Nadu. We offer a breadth of knowledge cover
the major areas in computer science such as com
networks, graphics, artificial intelligence, algorithms ¢
complexity theory.As the Head of the Department, | fe
privileged to be leading a talented group of dedicated ¢
inspiring teachers, and prominent learners. Our stuc
make fundamental contributions to knowledge aci
theoretical and applied areas of computer science.
Department maintains strong ties with industry, rese:

organizations, and the community at large.
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VISION AND MISSION OF THE INSTITUTION AND DEPARTMENT

Vision of the Institution
To be a center of excellence in Technical Education thrdeghnical, Ethical and
Professionals skills for meeting the diverse needseoSbciety, in particular Muslim

minority community and the Nation.

Mission of the Institution

To impart Quality Education, Training and Research irfigdgs of Engineering
and Technology.
e To provide a conducive learning environment that enablesstidents to
achieve professional and personal growth.
e To expose the contemporary issues of society, etpicaitices and to create
environmental awareness.
e To provide the required infrastructural facilities for deyehg the professional

and innovative skKills.

Vision of the Department
To attain excellence in Computer Science and Engineeriihd) §@® as to address

societal problems through active research, maintaininga¢ttandards.

Mission of the Department
M1. To empower with technical skills to solve the realetiproblems through
interdisciplinary approach.
M2. Expose to international ethical practices.
M3. Provide personality development for an effectivadtr and individual member

of a team.




DEPARTMENT EVENTS

SEMINAR ON CRYPTOGRAPHY AND NETWORK SECURITY

The Department of Computer Science and Engineering, MiEJineering College
has conducted a one day seminar on 28.08.2015 Friday at 10.00 &rGubaraja,
Principal, presided the seminar and Mr.D.Yuvaraj, Head obD#m@artment, CSE welcomed
the chief guest and the students. Dr.P.D.Sheba Kezia MalarcM.E, Ph.D, Professor &
Head, CSE, J.J.College of Engineering & Technology, Tribapdled the sessions on
“Cryptography and Network Security”. She explained about the various cryptographic
algorithms and about Confidentiality, Integrity and Autlieation. The event was very
successful and helpful for the students. S.Iswarya, HkHshnan, G.Nirmal kumar of final
year gave the oral feedback about the session.Mraf&lgyapriya AP/CSE, proposed the
vote of thanks.

SEMINAR ON NEW TRENDSIN MULTIMEDIA

The Department of Computer Science and Engineering, MiEJineering College
has conducted a one day seminar on 20.08.2015 Thursday at 10.80.8rGuharaja,
Principal, presided the seminar and Mr.D.Yuvaraj, Head of tlmabment, CSE welcomed
the chief guest and the studers:.R.Vijayalayachozhan, M.E., Branch Head, Elysum
Technologies, Trichy handledthe sessions on “New Trends in Multimedia”. He specified
that multimedia learning is that it takes advantage efattain's ability to make connections
between verbal and visual representations of conteatling to a deeper understanding,

which in turn supports the transfer of learning to other tsitns.

A large percentage of the human brain dedicates itselisttal processing. Thus,
using images, video and animations alongside a text stizsulbée brain. Student attention
and retention increase. Under these circumstances,multamedia learning environment,
students can identify and solve problems more easily cmupt the scenario where
teaching is made possible only by textbooks. All togetimeittimedia learning environments
have a direct effect on learning and even on growing asrson. The event was very
successful and helpful for the students. M.Asmath has&eMohamed yousuf of third year
gave the oral feedback that they have enjoyed the sesdmd & got an idea to do animation.

Mrs.K.Geetha Asso.Prof/CSE , proposed the vote of thanks
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BEST PROJECT

Thefollowing projects were selected as a best project for the academic year 2015-2016.
1. K.Harikrishnan,Y .M anikandaprabhu,R.Aravindkumar P.Arunpandi have done their
project entitled“SMART MLA Cooperation with people and government “ under the
guidance of K.Geetha.

2. SAiswarya, D.Jayabharathi, A.Kasthuri have done their project entitledlLock
Square - A Secure and Unpredictable Lock Screen Password Technique for Android

M obiles” under the guidance of K.Geetha

SMART MLA -COOPERATION WITH PEOPLE AND GOVERNMENT

K.Harikrishnan,Y .M anikandaprabhu,R.Aravindkumar P.Arunpandi

Today, everyone works with apps so the Mobile Phone plagajar role in our day
to day Life. Here we are developing an Application for Mendfehe Legislative Assembly
and People work with the digital environment, the simplecept our project is the people
who have the problem of their area or their street Wittyaise the complaint to MLA.

This app work with the Basic of Request and Response mé&thtite services to the
people. The user needs to capture and upload the image affétted area to the cloud
storage. The corresponding MLA may know where the affeatedl lay means of GPS. The
user must upload the details about the affected area tmthesponding MLA, with Ward
No and complaint status. We also maintaining a timelineraimcg of the MLA, it depends

on the MLA response of area people Complaint.




LOCK SQUARE - A SECURE AND UNPREDICTABLE LOCK SCREEN
PASSWORD TECHNIQUE FOR ANDROID MOBILES

S.Aiswarya, D.Jayabharathi, A.Kasthuri

In the field of information technology, Cyber secuigyhe most essential department
which ensures that all the confidential data are under seR@dundant and available with
proper authentication mechanism. Smartphohese the most vulnerable equipment which
holds all the confidential of a person in a single lacabr easily accessible for authorized
persons. Now days, pattern locks or pin or password attaekstith compromised by brute
force attacks. In the field of cyber security authenbcafencing is more important than
authentication reporting. A notification that our smaaoipd is compromised is not much
important than our data. In the above all scenario imagk is better authentication
mechanism than any other locking’s. Hence, in this project planned to develop an Image and
Color based unlocking tool for the smartphones like android, where it won’t work on bad
hands. Brute force attack is not possible or it takes narader time than any other locks.
The important part of this locking mechanism is self-destrdow days, using android
phones which online backup is common in nature. It is possibdeet all the data in online
even though if the mobile is crushed instantly, hence the impbpart is avoid unauthorized
access. In this project, color square pattern lock, isahgination of colors and edges which
is used for unlocking, this methodology works even thougbuf ysed in group of peoples.

This combination of this lock is unpredictable even by sherusurfing.




ARTICLES

Why Cyber security Will Change the Internet of Things
Everything is connected everywhere

We’re surrounded by smart. Smart phones, smart TVs, smart toasters, and doorbells.
Anything and everything can fit a processing unit inside ahd everyone and everything is

connected to the internet.

In the short term, we’ve some immediate returns on productivity. When every smart device

iS communicating, self-repairing, and learning, things stamgga lot smoother. From
business processes to managing the home, smart devicesteohander the umbrella of IoT
are changing things for the better. Duties are simplec¢oraplish, tasks easier to organize,

and management is more enjoyable.
TheInternet of Thingsleaves usopen to cyber attacks

One key drawback of having all of these systems constemtigected to the internet is the
threat of cyber attacks. We are far more susceptiblg/tercattacks when our devices are
connected in the network. Hacking into your smart toakieexample, could lead to finding
a network node. This node could lead to the leakage of isensérsonal information. As we

go into the future, these risks must be addressed.

The implications of this are manifold. One thing that Wil persistent in this constantly
changing space will be that defense strategies will comtio evolve. In order to prevent
hackers from having access to important data or evenrofiorg certain tasks, the

sophistication of defense mechanisms within 10T devicest beitop tier.
How encryption can help?

One strategy that is currently being employed is empimgsithe importance of user
awareness, education, and safety. Storing and generatingopasswill likely be made
easier as well as to make individual users less exploitaldeuri8g passwords and

attempting to educate users is only half the battle, however.




What we’ve learned from Blockchain

Technologies like Blockchain light the way for defense strategies. With Blockchain, you’ve

got a global, distributed ledger one that is immutable and secure. How is a large secure
infrastructure like this one managed and maintained? Blogkdhduilt on encrypted keys
and some other well-understood cryptographic principles. Tieseiples will continue to

be adopted in a piecemeal fashion and improvesh ap the years’ march on and hacking
attempts grow more bothersome.

Thelnternet of Things: liability and innovation must be balanced

The question of liability will further innovation. Companiedl look to remove blame by
enacting safety protocols. Wheve’re interconnected, shared blame can be a starting point

for true innovation.

“The broad range of connectable home devices—TVs, home thermostats, door locks, home
alarms, smart home hubs, garage door openers, to name-acffeates a myriad of
connection points for hackers to gain entry into loTsgstems, access customer information,
or even penetrate manufacturers’ back-end systems,” Deloitte, the massive advisory firm,

declares.

As the opportunities for 10T open up, our risk managemenortsfimnust double, Deloitte
suggests. “The IoT is forcing many business leaders to reassess their decentralized
approaches to cyber risk management.” Traditional architectures and security protocols won’t
work in 0T ecosystems. Therefore, we can expect cyiblerand 10T to evolve as they will

continue to demand more from each other.

As the IoT and cybersecurity technologies continuoushalack. In the parallels are hackers

who are constantly creating new bugs and exploits to sgatbms and steal data.
Conclusion

For cyber security companies, the difficulty truly lisscreating tools that will protect all of

the different devices that are now integral to an imial's life. There are no more
households with just one computer or a person with jnstiaternet connected device. We
must protect the millions upon millions of devices that are esedy second of the day and

that job alone is both awesome and tremendous.

10




Cyber security, however, will have to evolve to méet mew security demands brought on
by the Internet of Things. Now a company must accouninterconnected camera systems,
telephones, automobiles and even refrigerators.

by
K.Geetha
Asso.Prof/CSE

Why We Desperately Need Better Cyber security

New problems are presented by the Internet of Things

The potential of the Internet of Things, as you mightiams is positively staggering as an
entirely interconnected world would mean unprecedented accelza that can be used to
shape the future. It is a goal towards uniform access tantkenet and the ability to
communicate with other people all over the world.

To create a world above the physical, to make an irttevitbout borders. It is the dream
and fascination of many tech entrepreneurs and tech wasevge see the day of complete
internet coverage draw near.

In this time, however, we must consider every evenyuaihd potentiality if such
actualization were to occur.

This is a truly ailing problem as the threat of hackingolbees much greater given the sheer
number of access points that are being created in pufsthie Internet of Things. In this
article, we are going to examine the multiple reasamgwie need better cyber security in the

incoming Internet of Things.

A massive network and the law of averages

By the sheer principle of technological evolution, tioenber of access points that are being
created is going to be a real problem for users around tHd aned a real joy to hackers
everywhere. As major tech companies push for great@sscdevices must be made and
acquired for potential internet users to access thengtter

There is no shortage there, however, as the nunflsenart phones, and companies making
them, seem to increase almost daily. It is no smallti@ananufacture a nation's weight in

phones, but our major mobile companies are doing it wgh.ea
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The problem lies in the fact that every smart phona otential access point for any
malicious actor to exploit. The law of averages aloneathst as the overall number of
devices increases so will the number of hackers. This isn’t including all of the laptops and
tablets that are already out there being used with imadicntent.

Security isall about approach

It is an impossible feat to require all smart phones termrypted, but, if anything, this
means that it is even more important for us to impleragbér security on all our devices. If
you are not, then you may very well fall victim to one led tmmany hackers attempts as their
network grows daily. If only by the numbers alone do, welrgreater cybers ecurity.

The interplay of devices, along with the numbers, sreowsnmediate and growing need for
better cyber security. The question is, haw implement such security over that many
devices.The answer is we can’t do it uniformly across the globe. Truly, the only way to
implement true uniform cyber security is to educate anyone\argane who has access to a

smart phone, tablet or computer.

Safety is in everyone’s hands now

This may sound tedious, but, even a simple pamphlet insitecvery box or a default
program that explains, in detail, how to set up your own né&tsecurity.

Anything at all would be better than leaving everyone up to tven devices to figure du
how to deal with the growing hacker threat. Unless someone is told they most likely won’t
know how to create strong passwords or use a VPN. They most likely wouldn’t know how to
even check for viruses or get rid of them.

In truth, most users, in general, do not know how to enditgst or networks. The basic
security standards are barely adequate to deal with thesabst of malicious software that
battles around the web. That is why education is so imptoifae only true way to protect

our global data is to inform every user on the planet anthpyiower in their hands.

Conclusion

The Internet of Things is an idea worth getting excited gboutt the risks are not to be
ignored. With the mass integration of our devices well umdgr we must make sure to
understand everything we can do about cyber security. Thececomplete answer, but, we
know it starts with education. The numbers alone are enaugiake your hair stand on end

about the prospect of millions of compromised devices.
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We cannot let this deter us from the future as the fagim be won with education and
perseverance. We must not let hackers and malicious ade®s 1ss from the path of
progress. If we stay informed and well planned, then we withately prevail in our race to

the future.
by
B.Rama
AP/CSE
Securing loT for Smart Home System
Abstract

This paper presents an approach to incorporate strong seoutéploying Internet of
Things (IoT) for smart home system, together with dwa&scleration given to user
convenience in operating the system. The IoT smart lystem runs on conventional wifi
network implemented based on the AllJoyn framework, usingsgmmetric Elliptic Curve
Cryptography to perform the authentications during systenmatper A wifi gateway is used
as the center node of the system to perform the sysiiia configuration. It is then
responsible for authenticating the communication betwienloT devices as well as
providing a mean for the user to setup, access and comnéraystem through an Android

based mobile device running appropriate application program.
INTRODUCTION

Recent advancements in the semiconductor technology daabled cost effective
solutions to directly integrate wireless network connegtivit embedded processors and
sensors, which in turn lead to great interest in the nateof Things (IoT), defined as the
networked interconnection of everyday objects. loT is noowmsidered as the ready
technology for the consumer electronics market, andtsmeane has been touted as one of
the market segments with very high potential for loplagment, such as to enable home
automation and energy management. However, the rate addoption among home user
depends on their willingness to purchase these devicesgamwenience and security are
identified to be the two key factors influencing their decisids.such, this paper describes
the design and implementation of a Wi-Fi based loT sh@me system that uses a gateway
to enable secure communication between 10T devices, andaalow user to configure,
access and control the system through user friendlgfacterunning on mobile devices such

as the ubiquitous smart phone.
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SYSTEM DESIGN CONSIDERATIONS

While many existing home automation system uses ZigBeBluwatooth for the
wireless connection, wifi is also a viable alternative tluehe introduction of IPV6 that
enables the connection of almost unlimited number of embedElades, and its ubiquitous
presence in many CE devices.

Security challenges in IoT include privacy, authenticatiod aecure entb-end
connection. In addition, with the presence of mudtipinart home standards currently used in
the market, any security scheme needs to consider intpatdility among the multiple
standards. Figure 1 shows the setup of the proposed systesists of a home gateway and
several 10T devices connected via a wifi network. The useraccess and control the system
using a mobile device by accessing the home gateway. The gatewagponsible for
authenticating and monitoring the communication betweencegvin the system. The
gateway can also provide translation between differenstafdards at the lower layer while
maintaining a common security scheme at the higher.ldyach 10T device can only
communicate with the gateway. Based on user preferetiees)yformation from one device
can also trigger the gateway to send a message to anotiies sheorder to response with

appropriate actio.

Mobile [oT |
device Devicel | !
Home loT |
Gateway Device 2 |

loT

------------------- : Device 3 | :
Home network ! :
|. _____________________________________ e g o e Lt TP e S Bt e i iy i

Fig 1. System Setup
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AUTHENTICATION PROCESS

Authentication is a major challenge in IoT but most d&vices lack a user interface
for entering authentication information. As such thsra need for a convenient and robust
authentication procedure for the smart home system.sOcle approach is the use of public
key mutual authentication protocol, with pre-shared keys betvaegateway and a new
device, based on the procedure shown in Figure 2.

\ll" ;'nl.'| I

A X HIK. X, Xy Public key
I i Private koy

Xp. S1i9pl X, X1 A, HIK. Xy)

StgalXa X; [3)

A Pre-shared secret between two entities
”' ‘vl" ”ll Ol messa .'I.r
Stgal M) Signature of message M with public ey of Alic

Fig. 2. Authentication Procedure

The protocol uses Elliptic Curve Cryptography due to its kiegdurity level per key
size while the use of pre-shared secret keys (K) remtheeseed to establish additional
public key infrastructure for the system. After the authatitio process is done, both parties
can then use Elliptic Curve Diffie-Hellman (ECDH) operatiorcreate a shared key for the
subsequent symmetric encryption. Mobile devices can be udadilitate the authentication

process for devices with restricted user interface.
SYSTEM OPERATION AND IMPLEMENTATION

The system initially only consists of the gateway in thbene network; loT devices
have yet to be connected, while the user operates a&nafled mobile device (e.g. Smart
phone) which can communicate with the gateway. Two roundsithfntication are needed.
The first round is to authenticate the mobile device wlitd 10T device in order for the
mobile device to share the home network credentials Wéldevice. The second round is to
authenticate the 10T device with the home gateway tdkesdtaconnection for subsequent

communication. All authentication rounds follow the prot@®indicated in Figure 2.
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For the first authentication round, the user first mistand loads the identity and the
pre-shared secret key of the IoT device to the mobile defdegice identity can be any
unique information of the device, e.g. device ID. The uken tturns on the loT device,
which automatically starts in wifi access point (AP) modeciallows it to be connected to
the mobile device to start the authentication procesger Ajoth devices are mutually
authenticated, the mobile device sends the home networkntedsleand the gateway

location to the IoT device.

Communication between devices is performed based on the Ussggr&a Protocol
(UDP). Before data is sent, the message is encryptedgiir®ymmetric cryptography (e.g.
Advanced Encryption Standard (AES)) using the shared keyectdy the ECDH process.
As each device only needs to store one shared key to conatmmwth the gateway, it
reduces the storage burden on the I0T device. During operadch device in the system
can advertise a list of events and actions to the gatafierythe device setup. Events refer to
the information obtained from the device (e.g. the dewdcen) while actions refer to the
methods provided by the device (e.g. turn on/off the devic&) uShr can access the gateway
via the mobile device to get the list of events from all deviand setup different response

actions for different devices.
Conclusion

Security and convenience are two major requirementsuftzessful deployment of
loT in a smart home environment. This paper proposes arndrnrapts a smart home system
based on wi-fi network. Using the AllJoyn frameworklas base, the proposed system uses a
gateway to provide a better authentication process and\egient interface for the user via
an Android device. However, the current method of entering eébicpre-shared secret key
and AP name by hand during the addition of a new device is ino@médo the user, even
though this process is only to be performed once for eadbedé\ possible improvement to
perform this procedure is to embed the relevant infoomaif each device in a QR code on
the device, which can then be scanned and read by the Androidagippliinitiated by the

user.
By
A. Deenadhayalan and K. Harikrishnan

Final Year/ CSE

16




Resear ch on Visualization Techniquesin Data Mining

Abstract

Visual data mining can help in dealing with the flood of inforioratThe advantage
of visual data exploration is that the user is directyolved in the data mining process,
through analysis the results of the information visaalin, user can integrate the specialist
knowledge with the data mining algorithm. This paper summaraerent visualization
methods applied in data mining. Current applications aboutlvdstia mining technique are
analyzed combining with some national advanced data mining. tdoénds are clarified
based on the task and object of visual data mining.

INTRODUCTION

In digital information age, the rapid development afnerks and modern electronic
communications equipment cause data flow growing expongntialllarge number of
potentially useful knowledge hides in these sharp-growing. dittere are two types of the
trend of data: data — data garbage, data — information — knowledge. The key of the finally
export of data lies in effective methods of informatextraction and knowledge discovery
tools. Data Mining is the process of extracting potentiadijpyable knowledge from a lot of
historical data. Data mining can be divided into two caiegdrom the perspective of data
analysis: descriptive data mining and predictive data minihg. fdbrmer describe data in a
concise means and provide the fun general nature of agdatter analyze data, set up one
or a group of models and attempt to predict the behavioewfdata sets. Visualization is the
process of transforming data, information and knowledge @nvisual representation, and
provides an interface between two information processmstes of human and computer.
Using effective visual interface can quickly and efficigneal with large amounts of data to
find hidden features, relations, patterns and trends, andead to new foresight and more

efficient decision making.

Visual Data Mining technology is set up on the foundationvistialization and
analysis process, which describes the structure and disfilayfunctionality of data, uses
visualization to enhance data mining treatment basedeotettability of human apperceiving
patterns, exceptions, tendency and relationship. Someniaiteg techniques and algorithms
are difficulty for decision makers to understand and heent Visualization made data and

mining results easier to understand, permit comparing andgessults, and can be used to
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guide the data mining algorithms, enabling users to participatkeirprocess of decision
analysis.

VISUALIZATION TECHNOLOGIES

The goal of visualization technology is to help peopleehhance cognitive ability.
Computer-based visualization technology is not only to déhltve computer as a tool for
integration of information, but also as a communicatmadium between the users and
computer by using computer graphics and other technologiesngdeo more samples,
variables and relations. Visualization establish a faekiftoop between cognitive stimulation
and user cognition, using the knowledge of human cognitiotheasame time avoiding
observed inexact pattern, so as to avoid mistake decisigimgnand action. Visualization
technology of data mining is a typical interactive. Vigaion technology is roughly
divided into two categories depending on whether or notudnaf) physical data:
visualization in scientific computing and information vismation. The objects showed in
visualization in scientific computing involve differentps of spatial data such as scalar,
vector and tensor. The studies focus on how real, andklgudisplaying the three-
dimensional data field. Information visualization is ot@hto multidimensional scalar data.
The studies focus on designing and selecting suitable dispdy to show large multi-
dimensional data and their mutual relations so thatude® can understand. Data mining
technology oriented mainly on information visualizatiomformation visualization can be
seen as regulated mapping from the data information to Viistraland to people perceived

system.
Traditional Visualization M ethods

Traditional visualization methods are used mainly in lomemhsional data, including
statistical chart, bar chart, line chart, pie chagxcomb plot, g-q maps, scatter diagram,
partial regression curve, contour maps, timing chart,ningdear curve, box chart, color
coding, data cube. Data cube is a multi-dimensional strufttureed by organizing data by a
number of dimensions, as shown in Figure 1. Users canwebfliexibility the data in the
database at multi-angle, mudtimensional through adopting various kinds’ analysis action
such as slicing, cutting, rotating and drilling, then look inte thformation and content
contained in data. However, data cube lacks intuitivpeirformance, especially when the
dimensions beyond the three-dimensional, the dat@otwh and presentation are more
difficult.

18




supplies
PAPER PEN PENCIL RUBBER SCISSOR
- = Pl =
_ . S
location // AR A
il P ’ L1
Py
RESTALRANT ]
|
| A
HIGH SCHDOL ' : L
f'-’-f fff
COLLEGE 3 ' j L]
L] i
time
OFFICE ] I i b L]
QUARTER 4
STORE : H _ , GLUARTER 3
' ) f’/I:'IUﬁ RTER 2
" UARTER 1

Figure 1. Data Cube

Visual Data Mining researches focus on multi-dimensiomadd,dso, this paper does

not introduce the traditional visualization method in dstail
Emerging Visualization Technology
1.Visualization Methods Based on Geometric Projection Taolwy:

The goal of visualization methods based on the geometojection technology is
founding the interesting projection of multi-dimensionddta sets, thus transforming
multidimensional data analysis into analysis a small bernof interest dimensions data
analysis, including scatter matrix technology, frameworksnaprvey maps, Andrews curve
techniques, parallel coordinate visualization technologypaative visualization technology

and detective statistics, such as principal componehtsasiascaling dimension.
2. Image-Based Visualization Technology:

Image-based visualization technology maps each multidioralsdata to an image,
such as line maps, icons, and color map. Line maps map twagians to show the
dimensions, the remaining dimensions are mapped into andléha length of component.
The technology limits the number of dimensions that @arisualized. Icons are some very
small maps; the size of its different characteristgslecided by the value of particular

variable, such as needle-shaped icon, star icon. licetarthe different directions relative to
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the origin corresponds to different variables; the lergfthihe radius projected on these
directions corresponds to the value of variables.

3. Pixel-Oriented Visualization Methods:

Pixel-oriented visualization methods map each data valueokwred pixels, and
express the data value that belongs to each property irasepandows. The advantage of
this method is that massive information can be destioioe-time and will not have overlap.
Not only can effectively retain a small fraction regiof users interested, but also overview
the data. If a pixel represents a data value, this me#ogisualize maximum data of current
displayed (up to 1, 000, 000 data values). Visualization rdstlstich as recursive mode
technology, radio division of technology, spiral teclogy and Z-order techniques belong to
such technology.

New Development of Visualization Technology

1. Distortion Techniques:

Distortion techniques show part of data in high-level ¢tketaid other data in low and
many details levels. The technology provides a focused apgpmhade maintaining an
overview of the data at the same time, which is conduvéhe process of interactive
exploration. There are typical distortion technoésgifish-eye view, compression distortion

technology (hyperbolic browser) and so on.

2. Interactive Technologies and Collaborative Technologies

Interactive visualization technology allows visualizatioh dynamic changes in
accordance with detection objects, and makes combinatiodiverse, independent
visualization possible, such as interactive mapping, piojgceind filtering, scaling,
interactive links and brushing. The user can compare muaxdels, make full use of the
advantages of different visualization methods and des@iptays of different models.
When emphasizing some part of a model, descriptive wagéferfent associated models
will be displayed automatically in a number of independeindaws at the same time.
General use of such technology can obtain more informadtian the independent
consideration of these visual components. Collabordgeainologies allow producing
description of the raw data and many different descriptiagswof the corresponding

model, which is conducive to comparative analysis of tbdeh
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3. Drill-Through Technology:

Drill-through technology means that we can see parteohtbdel are extracted from
which original data and can access them when selectimgtaopmodel. For example,
decision tree visualization methods allow selecting and ttintitigh the branches of the
decision tree, so that users can access the davamek® the structure of the branches,
while ignoring other data description.

4. Virtual Technologies:

Virtual technology can output model results to a virtuaviake or virtual
visualization environment, which enables users to stay. Ussrssearch interesting
information through navigation, and obtain a more ineitunderstanding of data and
analysis. This technology can combine the cognitive abilitiggeople, and make people
fully integrated into the process of data mining. Virtuahtelogies which have been
proposed are data cube and helmet display.

THE APPLICATION OF VISUALIZATION TECHNOLOGY IN EXISTING DATA
MINING TOOLS

Whether or not data mining tools can achieve data vigimliz, mining model
visualization, mining process visualization, and the extgumality and interactive flexibility
of visualization will had a strong impact on the use andagxgapacity of data ming
system. According to the performance comparison tabladeBinced data mining tools
provided by the literature , even though the current maarstn@ining tools such as SAS
Enterprise Miner, IBM Intel-ligent Miner, Teradata WareholMieer and SPSS Clementine
are able to provide the common mining process and mode, dupiblication of visual
technology is still very limited, methods are also Engmainly concentrated in the
visualization of initial view and the results (modebe tanalysis process still belong to the
black-box operation for the majority of users. The éaentact between visualization and
analytical data mining represent the vast majority ca$essual data mining technology.
Therefore, even though new technologies emerge continuausie istudy of visualization
methods of data mining, but the application in the sophisticdata mining tools is still not

enough depth and breadth.
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CONCLUSIONS

It has been proven that visualization of data miningexaieme value and potential in
the exploratory data analysis and treatment of largebadsés. The current methods of
visualization of data mining can be roughly divided intofthlewing groups. The first group
is composed by traditional methods of visualization goithm independent of data mining.
The second group describes the mode of extraction throughndairag algorithms, thus
contributing to a better understanding of the model. Filvd group connects closely with a
variety of visualization methods in the running process & dahing algorithms. Therefore,
future work includes two aspects, first, developing appropxisigal mining methods for
complex information structure of semi structured andrungired data such as Web data and
text; second, connecting a variety of visualization metlwasely with traditional methods
coming from statistics, machine learning, operations reBgasimulation technology,
blending into the process of data mining, combining the rapidaamomatic data mining
algorithms and the human brain's cognitive ability and judge yghititproving the quality

and speed of the process of visualization of data mining.
BY
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